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GDPR Privacy Statement 
ኻ࿉ኻ࿉ኻ࿉ኻ࿉ঁΓၗ਑ߥៈೕঁΓၗ਑ߥៈೕঁΓၗ਑ߥៈೕঁΓၗ਑ߥៈೕ߾߾߾߾(GDPR)ᗦد៾ᖂܴᗦد៾ᖂܴᗦد៾ᖂܴᗦد៾ᖂܴ 

 
 SinoPac Securities has issued below the privacy statement in light of the Personal Information 
Protection Act and the enactment of the General Data Protection Regulation (GDPR), the new data 
protection and privacy regulation of the European Union (EU). Although the GDPR is an EU regulation, 
it is relevant for  SinoPac Securities’s customers who live in the European Union member countries, 
Iceland, Liechtenstein and Norway.  
᠙ঁܭΓၗ਑ߥៈکݤኻ࿉ཥႧѲϐঁΓၗ਑ߥៈೕ߾(General Data Protection Regulation,аΠᆀ 
GDPR)Ǵ҉ᙦߎ᛾چςวթᗦد៾ᖂܴӵΠǶGDPRᗨࣁኻ࿉ೕጄǴࠅᆶۚՐܭኻ࿉ԋ঩୯ৎǴаϷӇ
৞ǵӈЍඩγฦکਊ࠶ნϣ҉ޑᙦߎ᛾࠼چЊ࣬ᜢǶ 
 
This privacy statement sets out what personal data  SinoPac Securities collects from you, what is the 
personal data used for and the safeguard we put in place, your rights and how to lodge a complaint. 
ҁᗦد៾ᖂܴၩܴҁϦљவாᇆ໣ϐঁΓၗ਑Ǵঁၗ٬ҔޑҞޑǵҁϦљ౜Ԗঁޑၗߥም௛ࡼǴாޑ៾
ճаϷӵՖගр࠼ນǶ 

What Personal Data we collect  ҁҁҁҁϦљϦљϦљϦљᇆ໣ϐঁΓၗ਑ᇆ໣ϐঁΓၗ਑ᇆ໣ϐঁΓၗ਑ᇆ໣ϐঁΓၗ਑ 

In order to meet the local and EU data protection requirements,  SinoPac Securities may collect 
some or all of following personal data from you whether you are in European Union or outside the EU, 
either by ways of automatic, semi-automatic or manual measures of collection of personal data from 
time to time:  

يӄ೽ঁΓၗ਑Ǵόፕா܈೽ϩޑாޑៈሡ؃ǴҁϦљёૈᒿਔᇆ໣ΠБӈрߥ಄ӝѠ᡼Ϸኻ࿉ঁၗࣁ
ೀኻ࿉Ǵߚ܈ኻ࿉୔Ǵҭ܈೸ၸԾ୏ǵъԾ୏܈Ћ୏ޑБԄᇆ໣ாঁޑΓၗ਑Ǻ 

1) Name  ۉӜ 

2) Home Address  ՐৎӦ֟ 

3) ID identification No /Passport No /Driver’s License No  

 ϩ᛾ܴЎҹဦዸ/ៈྣဦዸ/Ꭿྣဦዸي   

4) Contact numbers (home number, mobile number, work number or fax numbers)  

   ႝ၉ (Րৎႝ၉ǵՉ୏ႝ၉ǵᒤϦႝ࠻၉܈໺੿ဦዸ) 

5) Date of Birth  ғВ 

6) Birth place рғӦ 

7) Email address (whether it is personal or business) ႝηແҹ(دΓ܈୘཰ߞጃ) 

8) Occupation ᙍ཰ 

9) Gender ܄ձ 

10) Citizenship ୯ᝤ 

11) Resident certificate ۚ੮᛾ 

12) Bank details ሌՉၗૻ 

14) Financial information ߎᑼၗૻ 
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15) Family information (if required) ৎ৥ၗૻ(ऩԖሡा) 

16) Background check information (if required) ቻߞቩࢗ(ऩԖሡा) 

17) Visual image ቹႽ 

Additionally, we may monitor or record phone calls with individuals in case the we need to check we 
have carried out customers instruction correctly, to resolve queries or issues, for regulatory purposes, 
to help improve  SinoPac Securities’s quality of service, and to help detect or prevent frauds. 
Conversations may also be monitored for staff training purposes.  

ନԜϐѦǴҁϦљёૈᅱ௓܈इᒵҁϦљᆶாޑ೯၉इᒵǴаٛҁϦљሡाᔠຎࢂց҅ዴ୺ՉΑ࠼Њޑ
ǶࣁЗුທՉٛ܈፦Ǵ٠ᔅշᔠෳࠔ୍ܺޑǴаᔅշගଯҁϦљޑᚒа಄ᅱᆅҞୢ܈ҢǵǴှ،ᅪୢࡰ
 ᅱ௓ǶډڙǴჹ၉ΨёૈޑΑ঩π୻૽ϐҞࣁ

For the protection of safety of our customers, visitors and employees, we also operate CCTV in our 
premises.  

 က୍ǶۓݤးԖᅱຎᒵቹ೛ഢǴа಄܌ᔼၮ൑ޑॺךӼӄǴҁϦљӧޑ঩πک࠼ЊǴೖ࠼ޑॺךៈߥΑࣁ

Purposes of Data Collection    ၗ਑ᇆ໣ϐҞޑၗ਑ᇆ໣ϐҞޑၗ਑ᇆ໣ϐҞޑၗ਑ᇆ໣ϐҞޑ 

 SinoPac Securities may use collected Personal Data for the following purposes:  

• Regulatory requirements on the prevention and detection of crime and KYC purpose (such as Money 
Laundering Regulations 2017)  
• Legal obligation for business accounting and tax purposes  
• Verification of identity  
• Internal record-keeping  
• Internal controls  
• Internal training  
• Credit or background checks  
• Performance of a contract  
ҁϦљёૈ٬Ҕ܌ᇆ໣ډாঁޑΓၗ਑բࣁаΠҞ٬ޑҔǺ 
 
•ᜢܭႣٛکว౜ҍ࿾کKYC(ᇡ᛽գ࠼ޑЊ)ϐҞޑޑᅱᆅा؃Ȑٯӵٛࢱڋᒲݤ฻ೕጄȑ 
•୘཰཮ी୍ิکϐۓݤက୍ 
 ϩᡍ᛾ي•
•ϣ೽इᒵံӸ 
•ϣ೽௓ڋ 
•ϣ೽୻૽ 
•ቻߞቩࢗ 
•ቬՉ຦ךᚈБϐࠨऊ 
 
Based on the GDPR, you will have the following rights:  
• The right of access - according to Article 15 of the GDPR.  
• The right to rectification - according to Article 16 of the GDPR.  
• The right to erasure - according to Article 17 of the GDPR.  
• The right to object - according to Article 21 of the GDPR.  
• The right to restrict processing - according to Article 18 of the GDPR. 
• The right to data portability - according to Article 20 of the GDPR.  
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(The right to restrict processing and The right to data portability are only applicable to personal data 
provided by residents of the European Economic Area and residents of the European Economic Area 
from within the European Union) 
ਥᏵGDPRǴா཮ԖаΠ៾ճǺ  
� ௗ٬߈Ҕ៾ – ਥᏵGDPRಃ15చǶ 
 ៾ – ਥᏵGDPRಃ16చǶ҅׳ �
� մନ៾ – ਥᏵGDPRಃ17చǶ 
 ៾ – ਥᏵGDPRಃ21చǶ๊ܔ �
� ज़ڋೀ౛៾ – ਥᏵGDPRಃ18చǶ 
� ၗ਑ёឫ܄៾ճ – ਥᏵGDPRಃ20చǶ 

(ज़ڋೀ౛៾Ϸၗ਑ёឫ៾Ǵ໻፾Ҕܭኻࢪ࿶ᔮ୔ۚ҇ϷٰԾኻ࿉ნϣޑኻࢪ࿶ᔮ୔ۚ҇܌ගٮϐঁΓၗ
਑፾Ҕ)  

On grounds relating to your particular situation, you shall have the right of objection to processing of 
your personal data at any time, in line with Article 6 paragraph 1 subparagraph e of the GDPR (data 
processing in the public interest) and Article 6 paragraph 1 subparagraph f of the GDPR (data 
processing based on balancing interests). This also applies to profiling based on this provision in 
terms of Article 4 paragraph 4 of the GDPR.  
җܭாঁΓޑ੝ਸ௃ݩǴЪ಄ӝGDPRಃ6చಃ1໨ಃeී(ၗ਑ೀ౛߯ࣁ಄ӝϦӅճ੻)Ϸಃ6చಃ1໨ಃf
ී(ၗ਑ೀ౛٩Ᏽѳᑽճ੻)࣬ᜢೕۓǴ ாᔈԖ៾ճளᒿਔ๊ܔೀ౛ாঁΓၗ਑Ƕ೭ҭ፾ҔܭਥᏵ GDPR
ಃ4చಃ4໨ೕ܌ۓ୺Չޑᇆ໣ǵճҔǵೀ౛(profiling)Ƕ 

You have the right to request access to and correction of personal data. If you believe any information 
we hold on you is incorrect or incomplete, we will strive to update/correct it as quickly as possible 
unless there is a valid reason for not doing so, at which point you will be notified. We will not store your 
personal data for longer than is necessary for the maintenance of your account or for the legal or 
regulatory requirements. We have strict retention period in place to meet these obligations. 

ாԖ៾ճा؃ௗঁ҅׳ک߈Γၗ਑ǴҁϦљஒ٩ঁΓၗ਑ߥៈݤϷ࣬ᜢݤзೕጄǴ،ࢂۓցڙ౛ாޑҙ
ፎǶନݤзќԖೕۓѦǴךॺஒܭᇆ໣ϐ੝ۓҞၲޑԋ܈੃ྐࡕǴ٩ҁϦљϣ೽ೕۓஒாঁޑΓၗ਑ᎍ
྄մନǶ 

 SinoPac Securities will update the Privacy Statement as soon as possible in the event a modification 
is required in response to changes in the society or laws, and will publicize the modified measure on 
the company website or on an obvious spot at the place of business. This Privacy statement was 
updated in June 2018.  

Ԝᗦد៾ᖂܴऩӢޗ཮ᕉნϷݤзᡂᎂԶঅׯǴҁϦљஒᏃೲ׳ཥǴ٠೸ၸϦљᆛ।ܭ܈ᔼ཰ೀ܌ϣܴ
ᡉՏ࿼Ϧ֋Ƕҁᗦد៾ᖂܴ2018ܭԃ6ДঅुǶ 
 
Contact 
If you have further questions, you can reach our customer service center at:  
ऩԖҺՖୢᚒǴፎᖄᛠҁϦљܺ࠼Ǻ 
 SinoPac Securities                                     ҉ᙦߎ᛾چ 
Add.: 7ǵ18ǵ20 F.,No. 2, Chongqing S. Road, Sec. 1, Taipei 100, Taiwan (R.O.C.)  Ӧ Ǻ֟(100)Ѡ᡼
Ѡчѱख़ቼࠄၡ΋ࢤΒဦ7ǵ18ǵ20ኴ 
Tel.:+886-2-2311-4345   ႝ၉:+886-2-2311-4345 
Email: service.sec@sinopac.com   Email: service.sec@sinopac.com 
 
 


